**DODATEČNÉ INFORMACE K PROVOZU KAMEROVÉHO SYSTÉMU S INTELIGENTNÍMI FUNKCEMI V AREÁLU ZÁKLADNÍ ŠKOLY GENERÁLA JANOUŠKA, PRAHA 9 – ČERNÝ MOST, DYGRÝNOVA 1006/21**

ve smyslu čl. 13 NAŘÍZENÍ EVROPSKÉHO PARLAMENTU A RADY (EU) 2016/679 ze dne   
27. dubna 2016 (GDPR)

**1. Totožnost, kontaktní údaje správce**

**Základní škola Generála Janouška, Praha 9 – Černý Most, Dygrýnova 1006/21**, IČO: 61386898, se sídlem Dygrýnova 1006/21, Černý Most, 198 00 Praha 9, e-mail: budilova@zsgenjanouska.cz, tel: 281912150.

**3. Kontaktní údaje pověřence pro ochranu osobních údajů**

LAWYA advisors s.r.o., IČO: 066 66 761, se sídlem Březinova 746/29, 616 00 Brno, kontaktní osoba (ochrana osobních údajů): Mgr. Ivana Šilhánková, e-mail: [poverenec@lawya.cz](mailto:poverenec@lawya.cz), tel.: 543 216 310.

**4. Účely zpracovaní, pro které jsou osobní údaje určeny a právní základ pro zpracování včetně oprávněných zájmů správce nebo třetí strany v případě, že je zpracování založeno na čl. 6 odst. 1 písm. f)**

Účelem instalace kamerových systémů je zajištění ochrany života a zdraví a bezpečnosti žáků a zaměstnanců základní školy a třetích osob pohybujících se v areálu základní školy a ochrana majetku správce. Záznamy z kamerového systému budou využity v souladu s účelem jejich instalace. Analýza záznamů z kamerového systému bude prováděna prostřednictvím inteligentních funkcí kamerového systému.

**Inteligentními funkcemi** se rozumí pokročilé videoanalytické funkce na principu neuronových sítí (umělé inteligence) zajišťující minimálně tyto detekční funkce:

* pohyb osob v prostoru a v daném časovém okně,
* změna směru toku a rychlosti pohybu osob,
* narušení perimetru – překročení předdefinovaného prostoru či vkročení do předdefinovaného prostoru,
* opuštění prostoru nepovoleným způsobem (např. přelezení plotu směrem ven – obousměrný perimetr),
* výskyt osoby poblíž zájmové oblasti po delší časový úsek,
* zanechání podezřelých objektů ve vytipovaných prostorech,
* detekce pádu osoby,
* detekce shlukování osob,
* detekce palné zbraně,
* detekce odlišného pohybu oproti pohybu v dané lokalitě očekávaného.

**Účel zpracování osobních údajů** správcem vychází z **čl. 6 odst. 1 písm. f) GDPR**, protože zpracování osobních údajů je nezbytné pro účely oprávněných zájmů správce.

**Právním základem zpracování** je oprávněný zájem správce na zvýšení bezpečnosti a ochrany života a zdraví žáků a zaměstnanců základní školy a třetích osob pohybujících se v areálu základní školy, a to také v souladu s § 29 zákona č. 561/2004 Sb., o předškolním, základním, středním, vyšším odborném a jiném vzdělávání (školský zákon), ve znění pozdějších předpisů, případně také ochrana majetku správce v souladu se zákonem č. 89/2012 Sb., občanský zákoník, ve znění pozdějších předpisů.

**5. Příjemci nebo kategorie příjemců osobních údajů a upozornění na provádění automatizovaného individuálního rozhodování, včetně profilovaní a úmysl správce předat osobní údaje do třetí země nebo mezinárodní organizaci**

Správce využívá pro dálkovou kontrolu alarmových situací společnost ALKOM Security, a.s., se sídlem V Holešovičkách 10, 180 00 Praha 8, IČ: 26184672. Osobní údaje však správce nepředává žádným zpracovatelům.

Údaje mohou být předány příjemcům v rámci ochrany práv a zájmů správce nebo splnění právní povinnosti správce, tj. např. Policii ČR, orgánům činným v trestním řízení nebo jiným orgánům veřejné moci, příp. poskytovatelům právních služeb při vymáhání práv správce. Správce neprovádí automatizované individuální rozhodování ani profilování.

Data mohou být data předávána pouze v anonymizované podobě v rámci systému GOLEMIO Prague city data. V takovém případě jsou data poskytnuta v rámci projektu Smart City hlavnímu městu Praha nebo Policii ČR, případně městské policii. Data jsou velmi často využívána pro potřeby vědecké veřejnosti (pro účely statistiky, sociologických studií na téma obecné bezpečnosti dětí ve školách apod.). Vždy jsou však nenávratně anonymizována a není tedy možné identifikovat konkrétního člověka.

Osobní údaje nebudou předány do třetí země nebo mezinárodní organizaci.

**6. Doba, po kterou budou osobní údaje uloženy, nebo kritéria použitá pro stanovení této doby**

Doba uchování kamerových záznamů je v běžné situaci 24 hodin, nejvíce však 72 hodin. V případě postoupení kamerového záznamu orgánům činným v trestním řízení nebo dalším subjektům podle bodu 4. výše se doba uložení řídí dle konkrétního případu.

**7. Poučení o právech subjektů údajů**

Máte právo požadovat od správce přístup k osobním údajům.

Máte právo na opravu a výmaz osobních údajů.

Máte právo žádat omezení zpracování a má právo vznést proti zpracování námitku.

Máte rovněž právo na přenositelnost údajů.

Máte právo podat stížnost u dozorového úřadu, kterým je Úřad pro ochranu osobních údajů.

**Další informace jsou k dispozici u správce nebo u pověřence pro ochranu osobních údajů.**